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**Task 5 - The ethical issue related to the software**

**Ethnical Issue**

The software has become a frequent and necessary instrument in human lives in this age of advanced technology. During the software development process, however, the consequences of software on humans, whether beneficial or negative, have gotten less attention. In this report, we will focus on software ethics in terms of privacy, truth, accessibility, impact on quality of life, and so on. Our government has established many laws aimed at avoiding ethical issues in software aimed at protecting software users' safety and thwarting criminal teams' ulterior motivations.

Both developed and developing countries have expressed interest in adopting the information technology environment. However, protecting this electronic environment from attack remains a major challenge. "Hacking" is a particularly widespread type of computer crime. Computer hacking has become a serious threat, necessitating even more legislation to make computer hacking and sabotage illegal. Malaysia became one of the countries with computer-specific legislation after enacting the Computer Crime Act (CCA) in 1997. The Computer Crime Act 1997 (CCA 1997) was recognised by the Malaysian Legislative Body in 1997, and it went into effect in June 2000. The goal of CCA 1997 is to cover crimes involving computer abuse, such as hacking, cracking, and phishing. As a solution to emerging possibilities of computer crime, CCA 1997 was modelled after the UK Computer Misuse Act 1990. Several approaches or tools, such as the Demilitarized Zone (DMZ), Anti-distributed denial-of-service (Anti-DDoS), authentication, and encryption will be implemented in this website I planned to prevent and fight cybercriminal attacks.

First, a Demilitarized Zone (DMZ) is a zone between two firewalls that serves as a buffer between the public internet and private networks. In addition, the Anti-Distributed Denial-of-Service (Anti-DDoS) is a tool to prevent malicious attempts to disrupt regular traffic to a web property and ensure the stability of the website. Furthermore, authentication is a process that recognised the identity of the user. On this website, when the user forgot their password, they need to choose the correct security question and input the correct answer to the question for resetting their new password. Moreover, encryption is a way of converting data into a secret code to conceal the real meaning and information.

Human life is inextricably linked to technology items in today's quickly evolving society, resulting in the ongoing accumulation of vast amounts of data. Data helps people to make smarter choices and receive better services in a variety of areas, including healthcare, commerce, e-commerce, education, social networking sites, etc. However, this large amount of data is personal in nature. To win consumers' trust in how their private information is shared with the organisation, all sensitive information should be secured. Data privacy and security have gotten a lot of attention in recent years, and the key difficulty currently is figuring out how to cope with diverse data dangers using privacy threats and privacy protection technologies. The Communications and Multimedia Commission (MCMC) formed the Personal Data Protection Department (PDPD) on 16 May 2011. This department's primary mission is to supervise the processing of personal data of persons participating in business transactions to ensure that data is not mishandled or exploited by third parties. Users must be secured under the PDPA from any misuse of personal data stored or processed by individuals, public and private sectors in Malaysia for business activities.

PDPA revolves seven fundamental principles which are General Principle, Notice and Choice Principle, Disclosure Principle, Security Principle, Retention Principle, Data Integrity Principle, and Access Principle. General Principle is a requirement for the organization to get consent to use and process your personal data. Besides that, the Notice and Choice Principle requires an organisation to present you with a written notice describing the type of personal information collected, the purpose, and the recipients of your data. Apart from this, Disclosure Principle is a requirement that the organization will not disclose your personal data to any third party without your consent. Besides, the requirement of the Security Principle is that the organisation take realistic means to secure personal data against loss, abuse, modification, unauthorised or accidental access or disclosure, mutation, or destruction. Beyond that, Retention Principle is a requirement that the organization will not keep personal data longer than is necessary and will take all reasonable steps to ensure that all personal data is completely removed and permanently removed if personal data is no longer needed. Otherwise, Data Integrity Principle states that an entity must take reasonable steps to guarantee that personal data is accurate, complete, non-misleading, and updated. Lastly, Access Principle is a requirement that the organization gives you access to your personal data and you right to correct your personal data if it is inaccurate, incomplete, misleading, or not up to date.

According to the PDPA Act, when a user registers to join an event or activity, on that page the user will see and must agree to the terms and conditions (T&C) of the event meanwhile fulfilling the principles of notice and choice. The terms and conditions (T&C) include some principles of PDPA, such as the general principle, security principle, and data integrity principle.